
For more tips on the �ve main cybersecurity threats, 
check out the HICP publication on the 405(d) website.
www.phe.gov/405d 

Have you Secured your Workspace Today?
Protect your patients’ data by protecting your equipment while at the o�ce and on the road!

Never leave your laptop or 
equipment unattended.

Don’t forget to always encrypt 
sensitive data that is on your devices 

as a second line of defense if 
your equipment is lost or stolen

Notify your supervisor and IT security
 professional if your equipment 

is stolen so appropriate measures 
can be taken to safeguard the 

data on your device

Did you know?  Everyday devices such 
as laptops, smart phones, and 

USB/thumb drives are often lost or 
stolen and could end up in the hands 

of hackers.


